Optimisations serveur IIS pour la sélection

1. Désactivation de la session

Il faut évidemment d’abord ne plus utiliser le session dans l’application.

1.1. Désactivation de la session d’une page web

Dans la fenêtre propriété de la page Web, réglez la propriété EnableSessionState à False

1.2. Désactivation de la session pour toute une application

Dans le fichier web.config, réglez la balise <sessionState mode= ‘’false’’…> 

Notes LS : 

· Les msdn parlent du commutateur Off et non pas false

· Si on utilisait la session dans l’application, il faudra dorénavant utiliser le cookie qui est géré par le client. (par contre lorsque la dll côté serveur veut lire le cookie, n’y a t–il pas un échange serveur supplémentaire ? )

Références : 

· Microsoft presse

· http://msdn.microsoft.com/library/default.asp?url=/library/en-us/cpgenref/html/gngrfsessionstatesection.asp
2. IIS Performance tuning

Three settings that can have a significant impact on performance are located under the Performance Settings tab in the IIS Web Site Properties screen. 

1. The first is a slider used to set the Web server to expect fewer than 10,000, fewer than 100,000 or more than 100,000 connections per day. The setting directly affects how much memory is set aside for connections. The benefits of using the slider to increase server responsiveness must be weighed against the increase in memory use caused by setting it higher than necessary.

2. Throttle the throughput and bandwidth of IIS 5.0, a useful feature on servers supporting multiple Web sites as it prevents any one site from hogging those resources.

3. Select server-optimization settings to affect how the server behaves. Choices include: 

· Minimize memory use

· Balance 

· Maximize data throughput for file sharing

· Maximize data throughput for network applications.
The last choice enhances IIS 5.0 performance, Test Center engineers found.

4. Another performance consideration includes increasing the number of network interface card receive buffers. 

Notes LS : 

· Le point 1 est paramétrable  dans la console iis. Bouton droit sur le site/propriétés puis onglet performances.

· Le point 2 n’est pas à faire dans notre cas, on n’a pas de pb de bande passante.

· Le point 3 est à faire : bouton droit/propriétés sur l’icône du burean « My Network Places », puis sur lan -> btndroit propriétés puis sur « file & printer… » cliquer sur propriétés. Plus d’infos : http://windows.about.com/od/customizingwindows/l/aa001008a.htm
http://www.microsoft.com/resources/documentation/Windows/2000/server/reskit/en-us/Default.asp?url=/resources/documentation/Windows/2000/server/reskit/en-us/regentry/29933.asp
· Le point 4 est à faire : on trouve ce paramètre dans les propriétés de la carte réseau (j’ai trouvé le param « Receive buffers » sur ma carte en local mais sur la preprod cela semble s’appeler « Receive descriptors » ).

Références : 

· http://www.iis-resources.com/modules/AMS/print.php?storyid=34
· http://windows.about.com/od/customizingwindows/l/aa001008a.htm
3. Choix du type d’exécution de l’application

Il existe 3 de process permettant d’exécuter les sites web asp.net.

· Inetinfo.exe (LE MOINS SECURITAIRE, LE MEILLEUR EN PERF)

· DllHost.exe (une dllHost pour tous les sites web avec un système de pool SECURITE MOYENNE, PERF MOYENNE , c’est l’option par défaut)

· DllHost.exe (une dllHost par site web, TRES SECURITAIRE, PERF FAIBLE)

Par défaut on est en dllHost « multisite), pour passer l’exécution des sites dans inetinfo.exe et gagner de la perf, il faut aller dans IIS, sur chaque rep virtuel de chaque site il faut aller dans propriete/homedirectectory et changer le « application protection » vers IIS process.

4. Réglages de ASPProcessorThreadMax et de AspRequestQueueMax

4.1. AspProcessorThreadMax

The AspProcessorThreadMax metabase property specifies the maximum number of worker threads per processor that IIS creates. The setting can dramatically influence the scalability of your Web applications and the performance of your server in general. Because it defines the maximum number of ASP requests that can run simultaneously, this setting should remain at the default unless your ASP applications are making long-running calls to external components. By default, AspProcessorThreadMax is set to 25.

4.2. AspRequestQueueMax

The AspRequestQueueMax metabase property specifies the maximum number of concurrent ASP requests that are permitted into the queue. Any client browsers attempting to request ASP files when the queue is full are given an HTTP 500 "Server too busy" error message. By default, AspRequestQueueMax is set to 3000.

Note LS :

Pour AspProcessorThreadMax il faut régler  20 * nbsite * nb processor

(note : 20 pour asp.net et 25 pour asp)

pour AspRequestQueueMax il faut vérifier dans les log si l’on a des HTTP 500, s’il y en a il faut augmenter la valeur

pour modifier la valeur c’est expliquer dans les liens ci-dessous
references :

http://www.issociate.de/board/post/199483/need_information_please.html
http://www.kbalertz.com/kb_253146.aspx
5. Optimisation des paramètres de registry iis (inetinfo.exe)

Toutes les infos se trouvent dans :

Registry Path:
HKEY_LOCAL_MACHINE\SYSTEM
 \CurrentControlSet
  \Services
   \Inetinfo
    \Parameters 


	DisableMemoryCache REG_DWORD

	Range: 0, 1

Default: 0

	Make sure that this parameter is set to 0 on all production servers. If this parameter is set to 1, static file caching will be disabled. While this may be useful during debugging, disabling caching can severely compromise production server performance. This parameter cannot be configured by using the IIS snap-in.


Note ls : Important de s’assurer que la valeur est bien 0

	MaxCachedFileSize REG_DWORD

	Range: 0 – unlimited (measured in bytes)

Default: 262,144 bytes (256KB) if value is not in registry.

	This parameter determines the maximum size of a file that can be placed in the cache. IIS will not cache files that are larger than MaxCachedFileSize bytes. If you are running large dedicated Web servers, you may want to add this value to the registry to increase the file size that the cache can hold.


Note ls : Si l’on ne met en cache que des petits fichiers il faut réduire la taille de ce paramètre. Plus le paramètre est petit plus on économise la mémoire cache. En pratique, iis excluera du cache tous les fichiers d’une taille supérieur à la valeur du maxcachedfilesize.

Pour la séléction je pense qu’on devrait mettre ce paramètre à la valeur de la taille des photos avec un facteur 2 de sécurité.

	MemCacheSize REG_DWORD

	Range: 0 MB – Total MB of Available RAM

Default: 50% of available memory if value not in registry

	This parameter specifies the maximum amount of memory that IIS will use for its file cache. If IIS does not need this much memory, it will be left for other applications to use. If this value is not in the registry, IIS will use no more than half of the available memory on the Web server (which is dynamically calculated every 60 seconds). If you are running large dedicated Web servers, you may want to add this value to the registry and increase the amount of memory that IIS can use. You must specify this size in MB when you add this object to the registry. 


Note ls : si l’on utilise principalement des pages statiques on peut pousser le cache à 80%

	ObjectCacheTTL REG_DWORD

	Range: 0 - Unlimited

Default: 30 seconds

	This parameter controls the Time To Live (TTL) setting of the static file cache, which defines the length of time that objects, including files, are held in cache memory. If an object in the memory cache has not been referenced for the defined period, that object will be phased out of the cache. By default, this value is not included in the registry. If you wish to change it, you must add it manually. If system memory is limited, or the server's contents are dynamic, you can use a lower TTL to prevent system memory from being used to cache a large number of volatile objects. Setting the value to 0xFFFFFFFF disables the object-cache scavenger and allows cached objects to remain in the cache until they are overwritten. Disabling the cache scavenger is useful if your server has ample system memory and your data is relatively static. Other sites may prefer the compromise of raising this value to several minutes.

Note:  Due to current limitations in the Microsoft Server Message Block (SMB) protocol, IIS can only support a limited number of shared directories. If you are running more than 50 shared directories, set this limit to a low range (for example a maximum of three minutes) to ensure that you receive file change notifications when content is updated.


Note ls : c’est la durée de vie des objets statiques dans le cache. 30 secondes me paraît une bonne valeur. on pourrait baisser cette valeur les jours de charges fortes connues à l’avance. 

	MaxPoolThreads REG_DWORD

	Range: 0 - Unlimited

Default: 4 per processor

	This parameter specifies the number of I/O worker threads to create per processor. Each pool thread watches for a network request and processes it. The MaxPoolThreads count does not include threads that are consumed by ISAPI applications; it refers only to the number of worker threads available to process request for static files. IIS will create more threads as needed to process ISAPI requests. The total number of IIS worker threads is capped by PoolThreadLimit. 

By default, only four CGI applications can run concurrently. If you run many CGI applications, you should increase this value in order to increase the throughput. You could set the UsePoolThreadForCGI value (under ..\Services\W3SVC\Parameters) to FALSE (0); however, this is somewhat dangerous because it can significantly decrease performance during high usage of CGI applications. Generally, it is not good to create more than 20 threads per processor.


Note ls : vérifier que la valeur est bien à 4 par processeur.

