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1. Schéma et description de l’intervention
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Figure 1: Vue Logique Administration des Modules
Afin de pouvoir récupérer les CORE-DUMPS générés suite aux crashs des modules FWSM/ACE sur XR1.PARA et XR1.PARB il faut permettre à ses modules d’accéder au serveur tftp sur admin1.admsup.para.real.not et admin1.admsup.parb.real.not.
Ce document a pour but de présenter les configurations à mettre en place pour atteindre ce but.
2. Référence de l’événement 
	Référence de l’événement
	PI-153

	Début de l’intervention
	XX/XX/XXX

	Type d’intervention
	HO

	Durée maximale de l’intervention
	1h


3. Équipements supportant l'intervention
	Noms des équipements modifiés pendant l’intervention

	XR1.PARA

	XR1.PARB

	ACE.PARA

	ACE.PARB

	FWSM.PARA

	FWSM.PARB


4. Pré-requis

/
5. Risques, Impacts et périmètres

5.1. Risques
	Conséquences
	Probabilité de survenance

	Aucune rupture de service
	100%

	Rupture de service inférieure à 5 minutes
	0%

	Rupture de service inférieure à 10 minutes et supérieure à 5 minutes
	0%

	Rupture de service supérieure à 10 minutes
	0%


Intervention en HO
5.2. Impacts

L’impact d’une rupture de service potentielle touche les services suivants : 

· Aucun impact n’est à prévoir.
5.3. Périmètres

6. Détails des tests et états avant intervention

6.1. Vérification sur XR1.PARA/B
! Vérification des routes dans la vrf MGMT-CORE
!
show ip route vrf MGMT-CORE
!

!fin des vérifications

sh clock
6.2. Vérification sur ACE.PARA/B
! Vérification des routes dans le contexte d’admin
!

show ip route
!
!fin des vérifications

sh clock

6.3. Vérification sur FWSM.PARA/B

! Vérification des routes dans le contexte d’admin
!
Changeto context admin

!
show route
!
!fin des vérifications

sh clock

7. Détails et chronologie des étapes permettant de réaliser l’opération

7.1. Etape 1 : Configuration XR1.PARA
! Ajout du Vlan 202 au module ACE
!
svclc module 7 vlan-group 502,503,504,505,506

7.2. Etape 2 : XR1.PARB

! Ajout du Vlan 202 au module ACE 
!
svclc module 7 vlan-group 502,503,504,505,506
7.3. Etape 3 : Configuration ACE.PARA
! Configuration de l’interface Vlan

!

interface vlan 202

description Tftp Access

ip address 172.30.112.17 255.255.255.0

no shutdown

!

! Ajout de la route vers le serveur d’administration via FWA

!
ip route 172.30.100.208 255.255.255.240 172.30.112.1

7.4. Etape 4 : Configuration ACE.PARB
! Configuration de l’interface Vlan

!

interface vlan 202

description Tftp Access

ip address 172.30.112.18 255.255.255.0

no shutdown

!

! Ajout de la route vers le serveur d’administration via FWA

!
ip route 172.30.100.208 255.255.255.240 172.30.112.1

7.5. Etape 5 : Configuration FWSM.PARA

! Configuration du context System afin d’attribuer l’interface vlan 202

! au contexte admin

!

context admin 

allocate-interface vlan202 

!

! Configuration du contexte admin

!

Changeto context admin

!

! Configuration de l’interface Vlan

!
interface vlan202

description Tftp Access

nameif admin-fwsm

security-level 50

ip address 172.30.112.19 255.255.255.0 standby 172.30.112.20

management-only

!

! Ajout de la route vers le serveur d’administration via FWA

!
route admin-fwsm 172.30.100.208 172.30.112.1

icmp permit any admin-fwsm

!
!

! Les configurations apportées ci-après sont répliquées sur FWSM.PARB

! automatiquement

8.  Détails et chronologie des tests et états permettant de valider l'intervention
8.1. Vérification de non régression

/
8.2. Vérification sur ACE.PARA

! Validation des routes statiques

! 

show ip route

!

! Tentative de ping vers le serveur d’administration
!
ping 172.30.100.209
!
! Test de copie d’un fichier via tftp 

!

copy image:c6ace-t1k9-mz.A2_1_4a.bin tftp://172.30.100.209/
!               
!fin des vérifications

sh clock

8.3. Vérification sur ACE.PARB
! Validation des routes statiques

! 

show ip route

!

! Tentative de ping vers le serveur d’administration
!
ping 172.30.100.209
!
! Copie des dumps via tftp 

!

copy disk0:ixp1_crash.txt tftp://172.30.100.209/ 

copy disk0:qnx_1_mecore_log.999.tar.gz tftp://172.30.100.209/
!               

!fin des vérifications

sh clock

8.4. Vérification sur FWSM.PARA
! Vérification des routes statiques
!

sh route admin-fwsm
!
! Tentative de ping vers le serveur d’administration
!
ping 172.30.100.209
!
! Test de copie d’un fichier via tftp 

!

copy disk:FWC.cfg tftp://172.30.100.209/
!               

!fin des vérifications

8.5. Vérification sur FWSM.PARB

! Vérification des routes statiques
!

sh route admin-fwsm
!

! Tentative de ping vers le serveur d’administration
!
ping 172.30.100.209
!
! Test de copie d’un fichier via tftp 

!

copy disk:FWC.cfg tftp://172.30.100.209
!               

!fin des vérifications
9. Retour arrière 
9.1. Conditions du retour arrière
Le retour arrière sera déclenché si l’une des conditions suivantes est vérifiée : 

· Les tests de copie tftp ne fonctionnent pas

· Des problèmes sont constatés sur les contextes de prodution (FWC / Intersec / BddMut)
9.2. Modification sur ACE.PARA

! Suppression de l’interface Vlan

!

no interface vlan 202

!

! Suppression de la route vers le serveur d’administration via FWA

!
ip route 172.30.100.208 255.255.255.240 172.30.112.1

9.3. Modification sur ACE.PARB

! Suppression de l’interface Vlan

!

no interface vlan 202

!

! Suppression de la route vers le serveur d’administration via FWA

!
ip route 172.30.100.208 255.255.255.240 172.30.112.1

9.4. Modification sur FWSM.PARA
! Configuration du contexte admin

!

Changeto context admin

!

! Suppression de l’interface Vlan

!

no interface vlan202

!

! Suppression de la route vers le serveur d’administration via FWA

!

no route admin-fwsm 172.30.100.208 172.30.112.1

!

!
! Configuration du contexte System

! Suppression de l’interface vlan202 du contexte admin
!

context admin 

no allocate-interface vlan202 

!

! Les configurations apportées ci-après sont répliquées sur FWSM.PARB

! automatiquement

9.5. Validation du retour arrière

Le routage sur les équipements doivent êtres à l’identique de celui remonté à l’étape 6.
10. Suivi des modifications
	Date
	Version
	Auteur
	Détails des modifications
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1/12
Document1

2/12
Document1



[image: image2.wmf]_1388821204.vsd
�

�

�

�


�

�

�

�


�

�


_1381150110.doc
[image: image1.png]Real.not







