PT:  Troubleshoot a Multipoint Frame Relay Connection with OSPF 

Addressing Table

	Device
	Interface
	IP Address
	Subnet Mask
	DLCI

	Router0
	S0/0/0 (DTE)
	192.168.0.1
	255.255.255.252
	192.168.0.2  - 401
192.168.0.3  - 402

	
	Fa0/0
	10.1.2.1
	255.255.255.0
	 

	Router 1
	S0/0/0 (DTE)
	192.168.0.2
	255.255.255.252
	192.168.0.1 -  410 

192.168.0.3 -  412 

	
	Fa0/0
	10.1.1.1
	255.255.255.0
	 

	 

Router2
	S0/0/0 (DTE)
	192.168.0.3
	255.255.255.0
	192.168.0.1 - 420
192.168.0.2 - 421

	
	Fa0/0
	10.1.3.1
	255.255.255.0
	 

	exparis (webserver)
	NIC
	10.1.3.50
	255.255.255.0
	 

	exlond (webserver)
	NIC
	10.1.2.50
	255.255.255.0
	 


 Objectives

· Use various tools and show commands to troubleshoot connectivity issues.
Scenario
A network administrator recently implemented a frame relay connection from the New York office to the offices in Paris and London.  Users at the New York location are complaining that they are unable to reach the web server www.exlond.com. Information located on both the Paris and London servers are time sensitive. Determine the cause of the connectivity issue and fix the problem as quickly as possible.

Step 1: Verify connectivity to both the Paris and London web servers

a. On NY admin, use the web browser to attempt to access both www.exlond.com and www.exparis.com. 

Observation: www.exparis.com connects, however when attempting to connect to www.exlond.com, the request times out.

b. From the command prompt, ping the IP address of the exlond server (10.1.2.50)

Observation: By pinging the server by the IP address, this confirms whether the problem is with the DNS server (name translation) or if connectivity is truely down. The ping fails, therefore, the problem is with the connection between NY admin and the server. This could be a frame-relay connection issue or an OSPF issue.

Step 2: Verify the frame relay and OSPF configurations and make any necessary configuration changes.

a.       On NY admin, use the terminal window to access Router1 via the console cable.

b.       Use the show ip route command to view the routes that are available

Observation: OSPF has discovered a route to the 10.1.3.0 network, but not the 10.1.2.0 network. 

c.       Ping the inside interface on Router0 (192.168.0.1). Does the ping pass or fail?

d.       Ping the outside interface on Router0 (10.1.2.1). Does the ping pass or fail?

Observation: The ping to 192.168.0.1 passes. This indicates that the frame-relay connection is operational. However, the ping to 10.1.2.1 fails, indicating that routing is not operating as expected. 

e.       Use various tools and show commands to verify the OSPF configuration on Router1 and Router0 (this requires telnetting to Router0). Make any necessary configuration changes.

NOTE: In Packet Tracer, OSPF convergence across a frame relay network may take up to a minute. After making a configuration change, save the configuration and select the button "power cycle devices" to speed up convergence times.

Step 3: Verify connectivity.

a.       Use show commands and the web browser to verify connectivity.

b.       When finished, Click Check Results.

Reflection 

1.       Why would an administrator attempt to connect to both the www.exparis.com and www.exlond.com web servers as a first step, even though www.exparis.com is not on the same network as www.exlond.com?  This confirms that the issue is only with the network connection that contains the exlond server and narrows down where the administrator must troubleshoot.
 

2. List the steps that you took to solve the problem. Looking at them again, was there a more efficient way to determine the problem? Answers vary
3. What is the purpose of the ip ospf network broadcast command? This command is used to define the network type as broadcast. The network type is defined on nonbroadcast networks to avoid configuring the neighbors explicitly
